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Privacy Policy
Recruiting Solutions (East Midlands) Limited
(Company number: 04731082)
Last updated: January 2026
Recruiting Solutions (East Midlands) Limited (“we”, “us”, “our”) is committed to protecting your privacy and handling your personal data in a transparent, fair, and lawful manner in accordance with the UK General Data Protection Regulation (UK GDPR), the Data Protection Act 2018, and other applicable data protection laws.
This Privacy Policy explains how we collect, use, store, share, and protect personal information. It applies to:
•  Candidates and prospective candidates (including temporary and permanent workers)
•  Clients (employers and hirers)
•  Suppliers and business contacts
•  Visitors to our website (www.rseml.co.uk)
•  Referees, emergency contacts, and other individuals whose data we process in connection with our recruitment services
We are a recruitment agency specialising in connecting candidates with employment opportunities across the East Midlands and beyond, including industrial, commercial, and other sectors.
1. Who we are (Data Controller)
Recruiting Solutions (East Midlands) Limited
Registered office: Unit 1A, Bell’s Industrial Estate, Dysart Road, Grantham, Lincolnshire, NG31 7DB
Email: info@rseml.co.uk
Telephone: +44 (0)1476 574800
We act as the data controller for the personal data we process in providing our recruitment services.
2. Personal data we collect
We collect personal data necessary to provide recruitment, placement, and related services. This may include:
For candidates:
•  Identity and contact details (name, address, phone, email, date of birth)
•  Work history, qualifications, skills, experience, CV/resume details
•  Right to work information
•  References and referee details
•  Special category data where relevant and with appropriate safeguards (e.g., health/disability data for reasonable adjustments, racial/ethnic origin for diversity monitoring if applicable)
•  Criminal conviction data (where required for the role and lawful)
•  Salary expectations, notice periods, and employment preferences
•  Communications and interview notes
For clients:
•  Contact details of key personnel
•  Job requirements, vacancy details, and organisation information
•  Feedback on candidates and placements
For others: Limited contact details and information relevant to references or emergency contacts.
We may collect this data directly from you, from job applications, CVs, emails, our website forms, job boards, social media/professional networks (e.g., LinkedIn), referrals, clients, or third-party sources where lawful.
3. How we use your personal data (purposes and lawful bases)
We process personal data for the following purposes, relying on the following lawful bases under the UK GDPR:

We conduct legitimate interests assessments where this basis is relied upon to ensure our interests do not override your rights and freedoms.
4. Sharing your personal data
We may share your personal data with:
•  Clients/employers (for recruitment purposes)
•  Third-party service providers (e.g., IT providers, payroll services for temporary workers, background/reference check providers)
•  Regulatory authorities (e.g., Home Office for right to work)
•  Professional advisers (e.g., legal, insurance)
•  Other parties where required by law
We do not sell personal data. International transfers (e.g., to candidates’ international references) are protected by appropriate safeguards such as UK adequacy decisions or standard contractual clauses.
5. Data retention
We retain personal data only for as long as necessary:
•  Unsuccessful candidates: typically up to 12–24 months (or longer with consent) to consider future opportunities
•  Placed/temporary workers: duration of placement plus statutory periods (e.g., 6 years for tax/claims)
•  Client data: while an active relationship exists plus reasonable period thereafter
After these periods, data is securely deleted or anonymised unless required by law.
6. Your rights
Under UK GDPR you have rights including:
•  Access to your personal data
•  Rectification of inaccurate data
•  Erasure (in certain circumstances)
•  Restriction of processing
•  Data portability
•  Object to processing (e.g., direct marketing or legitimate interests)
•  Withdraw consent (where consent is the basis)
To exercise these rights, contact us at info@rseml.co.uk. We will respond within one month (extendable if complex). You may also complain to the Information Commissioner’s Office (ICO): www.ico.org.uk.
7. Security
We implement appropriate technical and organisational measures to protect personal data against unauthorised access, loss, or damage.
8. Website and cookies
Our website may use cookies for functionality and analytics. 
9. Changes to this policy
We may update this policy from time to time. Changes will be posted here with the updated date.
10. Contact us
For questions about this Privacy Policy or our data practices:
Email: info@rseml.co.uk
Post: Recruiting Solutions (East Midlands) Limited, Unit 1A, Bell’s Industrial Estate, Dysart Road, Grantham, Lincolnshire, NG31 7DB.
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